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NOTICE
Cyber Security

This is for the information of the Principals of all affiliated and lconstitugnt
colleges that students are getting trapped in various job scams, online gaming
scams, deepfake etc. as mentioned below.

1. Students face job scams through fake websites promising jobs. When
students click on these sites they are asked to pay certain amounts and
finally the company vanishes.

2. Online gaming scams are mostly common with University students. QR
codes are shown to pay certain amounts. The fraudsters paste these QR
codes on genuine QR codes for payment. Once the image of these QR
code is taken, one gives access to the data in the mobile.

3. In digital arrest, even though the bank advised against the closure of fixed
deposit, the person insisted on its closure and transferring into his savings
account for payment, the fraudster is having secret information for
blackmailing the victim.

4. Deepfake is another area of concern. The voice of former RBI Governor,
high level officials etc. is used to prepare sound clips advising to invest in
particular security so that one will get huge return.

In this connection you are required to bring attention of the students not to take
part in the events through awareness campaign.

Further, the Cyber Crime helpline number i.e., 1930 needs to be publisized at
different prominent places of the institute to call and register any cyber crime to
prevent any further cyber fraud and loss of funds. The students should be
advised to keep the helpline number of the banks to register complaint.




